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1
Introduction

For Release 15, the enhancements for the MCData service were contained in two work items: eMCData for stage 2 and eMCData-CT for stage 3. Those features that have been completed are described in the following clause.

2
Description
Enhancements to the MCData service impact the following areas of the architecture and protocols: call control and media handling, configuration, and security. 
The following features have been introduced:

A)
Accessing a list of deferred data communications:  This feature enables the MCData service to temporarily store data communications for the case where the download of the data has been deferred by an MCData user. The MCData user may request the list and retrieve the deferred data communications at a later time. This is an on-network procedure.
B)
Communication release with prior indication:  This feature enables an authorized MCData user to send a release indication to the MCData service to terminate an ongoing MCData communication. This action can be accomplished for an ongoing MCData communication over the media plane, or over HTTP. The authorized MCData user may have been monitoring the ongoing MCData communication. Prior to the communication release, the target MCData user is given a notification that ongoing MCData communication release is pending. The target MCData user may request an extension from the authorized MCData user before release. If the extension is granted the MCData communication will continue. If no extension is given, the MCData communication is released. This is an on-network procedure.
C)
Communication release without prior indication:  This feature is similar to the feature described in (B) above, except that no notification is given to the target MCData user before the release which terminates the MCData communication is executed by the MCData system. An authorized MCData user can initiate the communication release. No extension can be requested or granted in this case. This is an on-network procedure.
D)
MCData server initiated release:  This feature allows the MCData system to release an ongoing MCData communication after some triggering criteria (e.g. lack of bearer capacity, limit for the maximum amount of data or time that a MCData participant may transmit in a single request is exceeded) has been met. Similar to (B) and (C) above the release of MCData communication can be preceded by a notification or not. This is an on-network procedure.
E)
Enhanced status (on-network):  This feature delivers the capability for an MCData user to set, and for the MCData service to track, the current MCData system defined status of the MCData user. The enhanced status captures a status specific to the activities performed by the MCData users during their normal course of operation (e.g. available, on site, in route to the site, unavailable). The enhanced status can be shared by the MCData user with an MCData group using the Short Data Service (SDS) capability.
F)
Enhanced status (off-network):  This feature extends the enhanced status feature in (E) above for off-network SDS communication.
G)
Extension of the MCData application identifier:  The application identifier field used in the MCData service has been extend to include an additional formats: text and URI. This gives greater flexibility for configuration of the application identifier within the MCData service.
The architecture, protocol, and security aspects related to these enhancements are described in the following specifications:

1. The MCData service architecture (including information flows, procedures, and configuration) is specified in 3GPP TS 23.282 and 3GPP TS 23.280;

2. The security aspects of the MCData service are specified in 3GPP TS 33.180;
3. The protocol aspects of the MCData service for call control and media plane are specified in 3GPP TS 24.282 and 3GPP TS 24.582 respectively;
4. The protocol aspects of the MCData service for group configuration, identity management, and general configuration are specified in 3GPP TS 24.481, 3GPP TS 24.482, 3GPP TS 24.483, and 3GPP TS 24.484 respectively;
6. The protocol aspects of the MCData service for policy and charging control are specified in 3GPP TS 29.213 and 3GPP TS 29.214;

7. The protocol aspects of the MCData service for data management related to MC service user profile are specified in 3GPP TS 29.283;

8. The stage 2 aspects of the Proximity-based services (ProSe) enabler for the MCData service are specified in 3GPP TS 23.303; and
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